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confidential relationship with informants and other sources is
one that must attach in perpetuity, not just because of the need
to protect the source and the source's family as promised, but so
that those that might serve as sources in the future are not '
deterred from doing so because of a justifiable fear of
disclosure and the ensuing risk of harm to themselves and thelr
families.

, Again, in its effort to maximize disclosure under the
Act, the FBI carefully examined every situation in which it
contemplated postponement of information and, more especially,
any type of information (e.g. the identities of or information
tending to identify informants or other confidential sources)
that appears widely throughout the JFK documents. In doing so,
the FBI made the inescapable determination that it must
absolutely protect the identities of informants and others with
whom a confidential relationship exists. The FBI bellevesjthat
doing so is consistent with the postponement provisions of- the
Act. '
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U.S. Department of Justice

Federal Bureau of Investigation

Washington, D. C. 20535 2

May 14, 1993

HISTORICAL REVIEW GROUP :
CENTER FOR THE STUDY OF INTELLIGENCE _ : .
CENTRAL INTELLIGENCE AGENCY '
336 AMES BUILDING
WASHINGTON, D. C. 20505

f

DEAR BARRY:.

e

ATTENTION J. BARRY HARRELSON

ATTACHED ARE SEPARATE INVENTORY SHEETS REf‘LECTING
INCOMING AND OUTGOING CIA DOCUMENTS FOR EACH FILE THAT HAVE BEEN
INVENTORIED INTO OUR COMPUTER. E - '

-IF YOU NEED VERIFICATION OF ANY OF THE ENTRIES, LET ME

KNOW.
THANKS,
JUDY BOWEN
JFK TASK FORCE

ENCLOSURES

CiA HAS NO OBJEGTION TO
DECLASSIFICATION AND/OR
RELEASE OF CIA INFORMATION
IN THIS DOCUMENT
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5 May 1994

MEMORANDUM FOR: Mrs. Margaret Cook
Team, Captain P
Document Classification Unit '
FOIA/Privacy Act Section
Federal Bureau of Investigation

.. .FROM: Mr. Barry Harrelson
Project Leader »
Historical Review Group
History Staff -
Central Intelligence Agency o
\
SUBJECT:" Use of CIA Desigantor - "CLIP"

1. This is in response to your request for written
guidance concerning the proper classificaton of the Agency's
designator - "Clip."

2. We have reviewed this question with the the head of
the Directorate of Operations team working with this office
on the JFK collection. The advice provided is that the
"Clip" may be treated as unclassified in all instances.

3. If you have any. further questions in this regard,
please call me.

T — T

“‘Barry"HairelQQn A zL//' e
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SEGRET —

25 June 1993
JFK Assassination File Review

SUBJECT: Review of FBI Materials

1. Crypts to be coordinated with FBI:
FEDORA

(SHAMROCK }

VIADUCT

If during DO review or redaction review you find these
c;ypts unredacted make a copy for Barry to coordinate ‘with
the FBI. ! : o

. 2. Some numbers in the FBI 100 series (100-#####) are
classified. If a FBI 100 number is referenced on a CIA :
document it must be coordinated with the FBI. 'If there is
only the number (no substantive information) give number, or
a copy of the page the number is on, to Barry; the FBI does
not need the full document.

3. The Hede Messing-FBI issue (a Soviet defector in NY

.used by agency and FBI who is dead) is still pending. Her

name and role in the story,and that we have information on
her, is releasable] |
When she is linked with the FBI continue to coorindate with
the FBI. v

4. FBI Documents: The process of providing the FBI
the first page of their documents for coordination is
working fine. When doing a final redaction of a JFK box,
make copies of the first page of each FBI document. Note
box and folder # on copies and place in an envelope marked
FBI.and give to Barry. .

‘Barry
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: SUBJECT :

o .~.sscuna m 171-629 8246
m—sm 'FAX: . 171-499- 7944
: -0171-408-8070

JOHN: ..’ KENNEDY ASSASSINATION RECORDS

SPECIAL N@TES/INSTRUCT " NS.

" CAHAS NO' osascno T
DECLASSJFICAT!ON ANWEOR ;

RELEASE OF GiA -
w NTHis DOCUM J’;EQBM HoN
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 COLLECTION'AT: THE NATIONALARCHIVES:IN.COLLEGE. BARK.

,nsoummems AND" ovsx A YEAR: Acq eggpucen ITS =

SECSTATE 53577

|
lpnet0%:
INFO:
Lasex2: : ‘
ACTION: DCMUNCL
INFO: AMBUNCL COPYUNZ’_: LT

DISSEMINATION'”AMB e
CHARGE: STA: s

vzczc'rvoqgu.oozsa
RR RUEHLO .7/ =
DE RUEHC #3577

-0751956”
ZNR UUUGY :ZZH :

R 151947z MAR ‘9

COLLECT ION AC‘I' 0 1992

1. THE" ASSASSINATION RECORDS cor.nacrzou ACT oa 19_92
(THE "ACT")::WAS: SIGNED!INTO LAWON QCTOBER: 26, :199

THE ACT ESTABLISHEDA“PROCESS ‘FOR. ‘IDENTIFYING- AND
SECURING. ALL:RECORDS  RELATING TOQ .THE ASSA’SSINATION 0?
PRESIDENT “KENNEDY. AND COLLECTING i THEM: IN“THE’ =
PRESIDENT : JOHN.'F. . KENNEDY ;:ASSASSINATION - naconns

MARYLAND .. !THE. ACT- ALSO" ESTABLISHED 'THE -ASSASSINATION
RECORDS m-:vraw BOARD . (ARRBY.:TO .COORDINATE: AND:OVERSE
THE PROCESS.’'.THE: DEPARTMENT 'HAS ‘BEEN: WORKING:: CLOSELY‘
WITH THE.ARRBTO ENSURE:FULL-COMPLIANCE WITH: msss :

STATES THA‘I‘ I’I‘ »IS THE‘. "SENSE OE CGNGRESS THAT TRE
SECRETARY 'OF-STATE SHOULD ‘CONTACT . . :NYT - FOREFGN ="}
GOVERNMENT: THAT: MAY HOLD. INFORMATION _RELEVAN‘I‘ 'ro TRE';z'

D SEEK.DISCLOSURE ‘OF"SUCH =~ , y

INFORMATION.

UNCLAS “SECSTATE 153577
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- APPROPRIATE STRATEGY FOR’ ENSURING: A: COMPREHENSLVE - "

E 'f-_-'sncs'-wré:%i’ééfs“

3. IN I S IGONGRESSIONALI_IY MANBA'!‘EE'-_’SEARCH FOR | .
ASSASSINATION: RECORDS, THE ARRB WISHES ‘TO DETERMINE" -
WHETHER THE: BRI’PISH ‘GOVERNMENTY.OR LOCAL. GOVERNMENT '
AGENCIES IN. GREAT{BRITAIN MAINTAIN: RECORDS THAF ARE
RELATED TO.THE.ASSASSINATION OF PRESIDENT KENNEDY..

THE ARRB NOTES-THAT . THE ASSASSINATION OF PRESIDENT - ;'
KENNEDY ATTRACTED: THE ATTENTION OF ' THE WORLD, AND." :: h
THAT THE RESPONSE OF: THE BRITISH: GOVERNMENT TO: THE o
EVENT WOULD BE?.QF“ INTERE‘ST ‘

4. ACTION. m&ssr.. REQUESTED\TO APPROACH S
APPROPRIATE -HMG OFFICIALS TO-REQUEST. COMEREHBNSIVE :
SEARCH OF ,UKG.RECORDS THAT MAY:RELATE.TO THE RS
ASSASSINATIQ%OF"-PR&SIDENT KENNEDY: - P

5. WITHOUT BEINGIAWARE OF THE STROCTURE AND: L
ORGANIZATFON :0F' POTENTIALLY, RELEVANT BRITISH FILES::
THE ARRB CANNQT)?RQVIDE- SPECIFIC 'GUIDANCE: ON™ TRE.

SEARCH. THE:ARRB IS WILLING:TO.PROVIDE ANY .. .
ADDITIONAL !INRORMATION . THAT MAY:BE REQUIRED. -ANY " © i
SERRCH FOR ‘saom..n mcwnr-: THE :FOLLOWING: ;.

DENTIEY mzm

+ SECSTATE 53577
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Mr. David G. Marwell

The Board sent a letter dated January 22, 1997 documenting a meeting between
the FBI and the Board's staff The letter verified additional important items of interest that the
FBI will address in the compliance statement. The FBI is responding to these issues and will
document the findings with the numbered letter request response.

FBI DESTRUCTION OF RECORDS

Concerning the FBI's destruction of records, the JFKTF compiled a listing of
destroyed material from the Field Office responses to the initial request (Enclosure F). Any
material destroyed followed the destruction policy of the FBI, which is explained as follows:

The Destruction of FBI files and records are governed by 44 U.S.C. Sections 3303
Eco 3303a; 36 CFR Part 1220, the General Records Schedule (GRS); and the FBI

rds Retention Plan and Disposition A Schedule (The Plan) developed by
NARA and the FBI, which the United States District Court approved, District of
Columbia, Washington, D.C., September 9, 1986. ‘The actual reference material
pertinent to "The Plan,” is contained within two large loose-leaf notebooks, which
the Board’s staff reviewed. _

When the JEKTF originated in 1992, a database was established to inventory all
the material fot future accountabxhty As the FBI collected the assassination-related records, the
JFKTF entered data concerning all the documents tesponsive to the Act in this database and later
entered the data into the mandated NARA “Identxﬁcat:on Aids” program. To date, the JFKTF

- has not found any documents missing from the orxgmat inventories.

FBI FILES ON LOCATE

Enclosure G is a list of all remaining files that are "On Locate.” Certain files or
serials awaiting processing do remain "On Locate.” FBI employees assigned to the Information
Resources Division, File Services Unit (FSU), are tasked with finding files that are "charged-out”
to other employees within the FBL Please be assured that the employees of the JFKTF, with
employees from the FSU, are diligently working together to find files that are "On Locate.”

FBI RECORDS TO BE PROCESSED

Enclosure H is an updated list of all remaining subjects that are in various stages
of proc&esmg according to the Act. The enclosure explains the specific stage of processmg for
each remaining subject.

_ Concemihg the Board’s request that the Compliance Official (or Oﬂicmls) be
made available for interviews, as the Compliance Official, I am the FBI's contact person for
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2 3 B.

Mr. David G. Marwell

scheduling the interviews. When the Board determines the time for interviewing, the request
should be forwarded to me and I will coordinate the arrangements for the FBI with the Board.

Vr,

Sincerely yours,

Carol L. Keeley
Acting Unit Chief ”

y

Enclosures (8)

hamarall (= In]
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protect the identity of sources used in background 1nvestlgatlons
and civil cases. However, implied source confidentiality is
still in effect in criminal cases.

s
M

INFORMANT SYMBOL NUMBERS, ASSET CODE NAMES, AND THE MOSAfb THEORY

Symbol numbers and code names are used as substitutes
for the true identities of informants and assets and serve-to
mask their identities in FBI documents. The use of these ...
substitutes limits the knowledge of the sources' true identities
to those who have a "need to know". Likewise, utilization of
symbol numbers and code names prevents a breach of security from
being more serious than it otherwise might be should an FBI
document fall into unauthorized hands. :

-

It should be pointed out here that, even w1€h1n;the
FBI, an informant's/asset's identity, and infd¥mation tending to
reveal the same, is restricted, with their files maintained in a
separate and secure room, and with access to those files closely
monitored and limited only to those with a legitimate “"need to
know" .

In a discussion of the importance of maintaining the
confidential relationship with informants, it should be pointed
out that the identity of an informant can be determined by

factors other than the release of the informant's name. Multiple

releases of seemingly innocuous positive information attributable
to the same symbol source can, in the aggregate, lead to the
identification of an informant. This is known in the FBI as the
"Mosaic Theory" and it holds that the release of "singular
identifiers", such as symbol numbers, dates of contact, places-of
contact, and even small amounts of information, can be pieced
together to pinpoint the source of information.

THE RECRUITMENT AND OPERATION OF INFORMANTS AND OTHER SOURCES

The indispensability of criminal informants stems from
the fact that they save law enforcement inestimable amounts of
time and resources and, more importantly, enable law enforcement
to do what otherwise could not be done. They are often the only
means through which law enforcement agencies can identify, and
thereafter bring prosecutable cases against, the perpetrators of
v1rtually every type of crime. Moreover, where the criminal
activity is not readily apparent, as is generally the case with
organized crime and much white collar crime and large-scale
narcotics trafficking, informants enable law enforcement to
detect and address activity of which it would otherwise be
unaware. o

Informants are sometimes honest, law-abiding citizens,
but often are intimately acquainted with, or a part of, the

4
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criminal element. Those involved with the criminal element may
have been involved in activities ranglng from petty theft to the
most serious of violations, but it is their familiarity with
other criminals that positions them to be of such great value to
law enforcement. Informants, especially those with records of
serious criminal act1v1ty, must be very closely managed so that
everything possible is done to prevent them from engaglng in
unauthorized criminal activities themselves while serv1ng as
informants.

Informants can be motivated to provide information by .a
number of factors, which might include one or more of the
following: civic duty or patriotism, revenge, fear of ’
prosecution, rapport with law enforcement officers, and/or money.
In every instance, however, the informant must have-confidence in
the ability of the law enforcement officer and that offiger's
agency to protect his or her identity at allvcosts, and 1n;thls
regard to, be most Judlclous in the manner in which the-
1nformatlbn prov1ded is used and disseminated.

Some informants, those principally motivated'by money
or revenge, for example, might be easily developed. More often,
however, an informant is developed over a lengthy period of time.

‘The process begins by targeting someone for development based on

the person's potential knowledge of, and/or interaction with,
particular criminals and criminal activity, as well as their
perceived susceptibility to development. Having identified such
a person, a law enforcement officer might spend months, and
particularly in the organlzed ¢rime arena, sometimes years, ,
patiently pursuing various efforts to find the key to winning the

confidence of the target. Once this confidence has been gained,

a flow of information can begin. Frequently limited at first,
this flow increases as trust in the relationship grows.

As mentioned previously, informants must be carefully
managed and operated, not only to deter their involvement in
criminal activity, but to obtain the maximum benefit of their
information gathering capability. Additionally, careful
management is required to guard against disclosure of their role,
either through injudicious actions on their part or through
mistakes in the use or dissemination of the information provided.
Great care must be taken, for example, to use an informant's
information in search warrants and other affidavits, and to share
it where necessary with other agencies, in ways that do not lead
to the identification of the source.

Some informants may be in a position to provide
information on only one or two matters and are therefore operated
for short periods of time. Most informants, though, have
long-term relationships lasting not just years but sometimes
decades, all the while providing information that in most cases
law enforcement could not otherwise obtain. Even in

5
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circumstances where an informant is knowledgeable only about a
single case, and operation ceases after a short period of time,
that person might well be in a position to be reactivated as an -
informant in future matters, sometimes in other parts of the
country, so long as the trust in his or her relationshlp with law
enforcement remains intact.

Whatever the length of time the 1nformant is operated
he or she runs a risk of retaliation if their cooperation is
discovered by the criminal targets on which information has .been
provided. This risk is shared in many cases by the family of the
informant. The degree of risk varies according to the nature of
the criminal activity and the criminals involved and, generally,
the higher the stakes, the greater the risk. Clearly, in the
case of organized crime and other violent criminal activities,
the possibility of death or serious harm is substant%al 1f not
certain. . i

| Indeed, there have been instances of retaliation
against informants, as well as those suspected of cooperating
with law enforcement (see Tabs 1&2). The fact that there have
not been more such incidents attests to the ability of the FBI to
maintain the confidentiality of informants during and after the
time that they are actually operated.

Protecting the identities of informants and their
information is also essential from the standpoint of preventing
criminals from learning how much law enforcement knows, or might
know, about the extent of their activities. Organized crime
families are particularly interested in, and go to great lengths
to determine, the extent to which they are penetrated, to. include-
knowing the breadth of law enforcement coverage and the length of
time it has existed.

National Security assets provide information in support.

- of FBI foreign counterintelligence and counterterrorism

investigations. Assets in counterintelligence investigations -
often provide information regarding 1nte111gence officers (10s)
of hostile foreign intelligence services operating in the U.S.
An asset is most often a U.S. person who has some contact with
the I0, a fellow employee of an IO, a social friend, or even
another IO whom the FBI has recruited to work on behalf of the
U.S. Government.

Assets in counterterrorism investigations are often
associated with the same international terrorism organization as
the subject of the FBI investigation. These assets may also be
neighbors, co-workers or others in contact with the subject, or
persons to whom the subject has chosen to disclose his
activities.
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In counterintelligence and counterterrorism
investigations, carefully developed and utilized assets are often
the critical means of obtaining on a recurrent basis accurate
information regarding the subjects of FBI investigations. These
assets may provide information on classified national security
information being sought or obtained by I0Os of a hostile
intelligence service, or information regarding planned acts of
violence, fund-raising, or other activities of 1nvest1gat1ve
interest conducted by international terrorists.

The recruitment and operation of National Security
assets is analogous in many ways to that of criminal informants.
Persons are targeted for development and are thereafter the
subjects of recruiting efforts that rely on motivation akin to
that used in the criminal field. 1In the National Security arena,
however, recruitment and operation may be most 81m11a;z1n nature
to that of high-level organized crime informants, as the  time
required for recruitment can be very lengthy, 'the aversion to
recruitmdnt great, and the consequences of disclosure fatal.
Persons recruited as assets may represent their own countries,
and have strong allegiances to both their country and its
ideology. These are difficult factors to overcome, as is the
natural reluctance of these persons to undertake the grave risks
that disclosure would pose for them and their families, who often
remain in their home countries. The practices, and in some cases
the laws of the countries in which the FBI has a
counterintelligence and/or counterterrorism interest, can 1nvolve
the harshest of penalties for persons engaged in espionage
against them. For evidence of the results of disclosure of an
asset's relationship with the FBI, one need look no further than
the recent investigation of former CIA employee Aldrich -Ames, in
which a number of foreign mationals who had cooperated with U.S.
intelligence services are believed to have been executed by
Russian authorities after Ames disclosed their identities to the
Russians.

Agsets must be operated with the greatest of care
because hostile governments are particularly vigilant where
penetration of their ranks is concerned. The smallest pieces of
information can enable other intelligence agencies or terrorist
organizations to determine where they have been penetrated and
the extent to which their operations have been compromlsed
Similarly, these agencies can profit immensely in their efforts
to counter penetration by knowing the level at which that
penetration has occurred and/or the number of assets being

- operated against them.

Assets can be operated continuously or intermittently
for many years. = Moreover, the value of their information can
also extend for years when it serves as the basis for, or is
critical to, a longstanding counterespionage or counterterrorism
operation.
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While they are not recruited or operated like
1nformants and assets, persons who request confidentiality when
voluntarily reporting information to the FBI, or when responding
to requests for information during the course of investigations,
are also critical to the FBI's law enforcement and national
security missions. This is also true of persons who, often as
the result of painstakingly cultivated relationships, regularly
provide information that 1s not generally or readlly avallable to
the public.

Law enforcement and national security efforts would
both suffer immeasurably without the information that would be
unavailable unless these sources are secure in the knowledge that
they and their families are safe from any sort of retaliation
that might be directed against them. Absolute care has always
been taken to protect the identities of these 1nvaluable .sources,
and to ensure that the information they prov1de is not" " ;
disseminated in a way that would compromlse their conf1dent1a1
relatlon:%lp with the FBI. :

FBI INFORMANT POSTPONEMENT PRACTICES -

The FBI has been interpreting the section of the Act
descrlblng the bases for postponement of information from the JFK
files in a way that maximizes disclosure. However, at the same
time, the FBI is assuming that the Act does not contemplate
disclosures that could cripple the efforts to maintain public
safety or protect national security. ThlS is particularly true
with regard to information contained in files that could result
in the identification of those persons with whom the FBI has.
maintained a confidential relationship. In light of this, and
until guidance from the ARRB regarding these matters could be
sought, the FBI has pdstponed the release of such information.

From time to time, references will be made to
"positive" and "negative" contacts with sources. In FBI
parlance, a "positive" contact is one in which the source
provides information that is even the slightest bit useful in
regard to an investigative matter. A "negative" contact is one
in which the source can provide no useful information to the FBI
or knows nothing about a matter in which he or she is
specifically asked.

In the “"core" Assassination files, which include those
files relating to Lee Harvey Oswald, Jack Ruby, and the JFK
Assassination Investigation, the majority of informant and other
source contacts were negative. After the Assassination, all of
the FBI's almost sixty field divisions were instructed to contact
" all informants....[als well as other sources" to determine if
they could provide any information about the Assassination or
about such subjects as Lee Harvey Oswald and Jack Ruby. In a

8
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substantial majority of instances, the sources knew nothing about
the matter and the contacts were therefore reported as negative.
There were some examples of positive contact, however, as where
persons acquainted with Jack Ruby described his personality and
commented on his possible association with Oswald or members of
organized crime.

It should be noted that there is a substantial amount
of positive source information in the files that were provided to
the House Select Committee on Assassinations (HSCA). This
results from the fact that the HSCA collection includes
investigative files relating to a number of individuals
identified as organized crime figures or intelligence agents from
hostile countries. Informants and others whose names or symbol
numbers appear in these files were specifically targeted against
the subject and therefore furnished 1nformat10n that ggsﬁnearly
always positive. : - Ty

s

\ In brief, the guidelines set out below were utilized by
the FBI with respect to informant identities in the "Core" files:

1. All information received from informants or other
sources was released so long as the infc. @ atior. was not so ’
singular as to clearly identify the source. This has resulted in
the release of a very great percentage of the information
received from such sources. Any information considered central
to the investigation of the assassination would have been
released even at the risk of exposure to the informant.

(see Tab 3)

2. Informant symbol numbers were released when no
positive information was attributed €0 them and no
characterization (descrlptlon) of the source was provided.
(see Tab 4)

3. The names of informants, as well as their
1dent1fy1ng symbol number and file number when those informants
are either providing positive information or are characterized,
have been postponed in accordance with Section 6, subsections 2
and 4 of the Act . The information provided was only .postponed
when so singular that certain identification of the informant
would result from its release. (see Tab 5)

4. The identities of those persons expressly requesting
confidentiality were, in general, protected and the information

. that they provided was released. In most cases, this information

might have been available from a number of sources and
singularity was not a problem. In some cases, the names of
persons giving information in the course of their jobs (i.e.
police officials giving arrest records to the FBI), even if
requesting confidentiality, were released. The FBI has attempted
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. [CIA SPECIAL COLLECTIONS
| QR,zzif_JlﬂLsrjz 0 FULL
August 9, 1993 / [ 2060

To: JFK Task Force

From: Barry Harrelson, CIA
Historical Records Group

Subject: Referrals being made for the JFK Assassination Records
Collection Act

CIA documents do not need to be referred to CIA if the only CIA
information deleted was the "Group 1" stamp and the
classification level stamps. Also, there is no need to refer the

'CSCI document numbers since they are being released in the

records relating to the assassination. _

e




13-Q0000
' .. JUN-26-1997 ©B:29 JFK TASK FORCE 202 324 3495 P.pi.vg

F AX TRAN SMISSION

FEDERAL BUREAU OFINVESTIGATION
9235 PENNSYLVANIA AVENUE, NW o
WASHINGTON, D. C. 20538 ) .
(202} 324-9484
Fax: (202 324-3408

To: BARRY HARRELSON Date:  June 26, 1997
CIA
Fax#  (103)613-3063 | Pages: 8, incliding this cover shoet.

From:  CAROL L. KEELEY

CIA HAS NO OQJE(;:;OM TO
DECLASSIFICATION AND/OR

RELEASE OF Cia INFORMATI
INTHIS DOCUMENT - on

Subject:  JFK Statement of Compliance

COMMENTS:
Barry,
Attached is the FBI's initial statement of coinpliance. I
thought you might be interested in what the Board wanted from us.
- I am not sending the enclosures, since there are too many pages
to fax. If you are interested in seeing the enclosures, we can
make arrangements later. :

The hardest. work is yet to come, since we have received 43
additional written requests for other subjects (some very
volunu.nous) The statement for that will be more difficult.

If you have any questlons or comments, please do not
hesitate to call.
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U.S. Departruent of Justice

Federal Burean of Investigation

Washingion, D. C. 20535

June 23, 1997
BY HAND . ,
Mr. David G. Marwell | e
Executive Director _ e R
Assassination Records Review Board ~ ' o
600 E Street, NW

‘Washington, D.C. 20530

Dear Mr. Marwell:

This responds to your letter dated November 29, 1996, to address compliance
issues. ' : .

tter is the Initial ent of Compliance, The statement provides
information explaining the FBI's actions from the time Congress proposed the legislation until
the present. The following information documents for the Assassination Records Review Board
(the Board) the FBI's process of complxance

This letter mclud&s “Enclosures” to augment the explanations provided in the
letter. The enclosures are for reference and define the mechanics used by the FBI when Congress
signed “The President John F. Kennedy Records Collection Act of 1992" (the Act).

‘ Enclosure A sets forth communications to all FBI Field and Legal Attache Offices
(Legat). The enclosed communications document that in January 1992, the FBI requested every -
Field and Legat Office to search for assassination related records, so FBI Headgquarters (FBIHQ)
could prepare for Congressional Hearings on the proposed Act. The Field and Legat Offices
reported the requested search information and later forwarded all identified assassination records

to FBIHQ.

Enclosure B is The Statement by former Director William S. Sessions, before the
Committee on Governmental Affairs, United States Senate, May 12, 1992, on the Assassination
Maternals Disclosure Act, Senate Joint Resolution 282. Former Director Sessions’ statement



